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﻿There are both similarities and differences in the security issues that you raised when compared to mine. This is because we both touched on password issues but I did not touch on the issue of virus. Reading about your post carefully, I find that it is important for your organization to take the issue of virus very serious as it can easily bring down the entire information system of the company (Chen, Ramamurthy and Wen, 2012). This is because of the differences in threat and harm that viruses pose. As a way of mitigating the risk of virus and their threat, I believe your organization must be very emphatic on the use of cloud backup systems. This will ensure that in cases where virus wipe out important information, there can still be a source of reference (Martucci and& Oldvader, 2010). In my own organization, I believe upgrading our antivirus system as exists in your organization will do us a lot of good.
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The issue of insider threat is something that we both touched on as part of the trends in security issues. I however did not mention the case of employee negligence. I believe that from the elaboration that you give about employee negligence and how it applies to your organization, having much emphasis on employee training will be a solution to the problem that you currently face. This is because through training, most of the cases of negligence can be dealt with as employees will gain the needed experience to handle all forms of security system cases (Vance, Lowry and Eggett, 2013). In my own organization, I am going to take a lot of inspiration from your organization on the use of specific employee based rules to ensure that all forms of insider breaches are dealt away with (Regions Intranet, 2013).
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